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Abstract: Large-scale enterprises face significant challenges in managing and maintaining complex IT infrastructures, especially with 

the growing adoption of cloud and containerized environments. Configuration management and rehydration processes, crucial for 

ensuring consistency and rapid recovery, are often time-consuming and error-prone when done manually. This case study explores the 

transformative impact of Ansible-powered automation on these processes within a large enterprise setting. By leveraging Ansible's 

agentless architecture, playbook flexibility, and integration capabilities, the organization was able to achieve significant improvements in 

efficiency, reliability, and scalability. We detail the specific challenges faced, the Ansible-based solutions implemented, and the 

quantitative results achieved, demonstrating the potential for Ansible to revolutionize configuration management and rehydration 

practices in modern enterprise IT. The lessons learned and best practices outlined in this study provide valuable insights for organizations 

seeking to streamline their IT operations and embrace the power of automation.  
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1. Introduction 
 

In the dynamic landscape of modern enterprise IT, large-scale 

organizations face the daunting task of managing increasingly 

complex and distributed infrastructures. The rise of cloud 

computing, containerization, and microservices architectures 

has further amplified this complexity, demanding a robust and 

scalable approach to configuration management and system 

recovery.  

 

Configuration management, the process of establishing and 

maintaining consistent system configurations, is essential for 

ensuring reliability, security, and compliance. In large-scale 

environments with hundreds or even thousands of servers and 

applications, manual configuration management is not only 

time-consuming and error-prone but also hinders agility and 

scalability.  

 

Rehydration, the process of quickly restoring systems to a 

known good state after an incident or failure, is equally 

critical. In the face of cyberattacks, hardware failures, or 

natural disasters, the ability to swiftly recover operations is 

crucial for business continuity. However, traditional 

rehydration methods, which often rely on manual intervention 

and outdated backups, can be slow and unreliable.  

 

Automation has emerged as a key enabler for addressing these 

challenges. By leveraging tools like Ansible, organizations 

can automate routine configuration management tasks, 

enforce security policies, and orchestrate complex 

rehydration processes. This not only improves efficiency and 

reduces errors but also empowers IT teams to focus on higher-

value activities.  

 

This research paper presents a case study of a large-scale 

enterprise that successfully leveraged Ansible Automation 

Platform to transform its configuration management and 

rehydration practices. The organization faced significant 

challenges in managing its rapidly growing infrastructure, 

with frequent deployments, complex configurations, and 

stringent security and compliance requirements. By adopting 

Ansible, they were able to automate key processes, streamline 

workflows, and achieve greater agility and resilience.  

 

The paper will delve into the specific challenges the 

organization faced, the Ansible-based solutions implemented, 

and the quantifiable benefits achieved. The lessons learned 

and best practices identified in this case study provide 

valuable insights for other organizations seeking to leverage 

Ansible automation for large-scale configuration 

management and rehydration.  

 

This research aims to address the following key questions:  

1) How can Ansible be effectively used to automate 

configuration management and rehydration in large-scale 

enterprise environments? 

2) What are the specific benefits of Ansible automation in 

terms of efficiency, reliability, scalability, and cost 

savings? 

3) What challenges are encountered during Ansible 

implementation, and how can they be overcome? 

4) What best practices can be gleaned from this case study 

to guide other organizations in their automation journey? 

 

By exploring these questions, this paper seeks to contribute to 

the growing body of knowledge on the effective use of 

Ansible for enterprise IT automation and provide actionable 

insights for practitioners and researchers alike.  
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2. Literature Review 
 

a) Configuration Management and Rehydration in the 

Age of Dynamic IT 

The evolution of enterprise IT towards cloud-based and 

containerized environments has brought about a paradigm 

shift in the way infrastructure is managed and maintained. 

Configuration management (CM) and rehydration processes, 

central to ensuring consistent system states and rapid recovery 

from failures, have become increasingly challenging in these 

dynamic settings. Traditional manual approaches to CM and 

rehydration are often plagued by human errors, 

inconsistencies, and scalability limitations, hindering the 

agility and responsiveness required in today's fast-paced 

digital landscape [1].  

 

b) The Promise of Automation in Enterprise IT 

Automation has emerged as a powerful tool for addressing 

these complexities and unlocking the full potential of modern 

IT infrastructure. Studies have consistently demonstrated the 

benefits of automation in streamlining IT operations, 

improving efficiency, and reducing costs [2]. By automating 

repetitive tasks, organizations can free up valuable IT 

resources, reduce human errors, and accelerate service 

delivery.  

 

c) Ansible: A Leading Automation Platform 

Ansible, with its agentless architecture, simple YAML-based 

playbooks, and extensive community support, has garnered 

significant traction as an automation solution for enterprise IT 

[3]. Its versatility allows it to handle a wide range of 

automation tasks, from configuration management and 

provisioning to application deployment and orchestration [4].  

Several research papers have explored the application of 

Ansible in diverse enterprise scenarios. Studies have 

highlighted its effectiveness in automating cloud provisioning 

and management, network automation, and security and 

compliance enforcement [5]. Furthermore, Ansible's 

idempotency, which ensures that configurations are 

consistently applied regardless of the system's initial state, 

makes it well-suited for maintaining the desired state of 

complex IT infrastructures [6].  

 

d) Ansible for Large-Scale Configuration Management 

and Rehydration 

While Ansible's benefits are clear, its successful 

implementation in large-scale enterprise environments 

presents unique challenges. The sheer number of nodes, the 

diversity of configurations, and the need for robust security 

and governance require a thoughtful and strategic approach.  

Research on Ansible's application in large-scale settings is 

still emerging. Some studies have highlighted the importance 

of creating standardized templates and modular playbooks to 

manage complex configurations across numerous systems 

[7]. Others have emphasized the need for role-based access 

control and centralized management to ensure proper 

governance and security [8].  

 

e) The Need for Empirical Evidence 

While existing literature provides theoretical support for the 

benefits of Ansible automation, there remains a gap in 

empirical evidence demonstrating its real-world impact on 

configuration management and rehydration in large-scale 

enterprise settings. This case study seeks to address this gap 

by providing a detailed account of Ansible's implementation 

within a specific organization.  

 

By examining the specific challenges faced, the solutions 

developed, and the quantitative results achieved, this research 

aims to provide actionable insights for other organizations 

considering Ansible automation. The study will also 

contribute to the ongoing dialogue on the effective use of 

automation tools for transforming IT operations and 

empowering organizations to navigate the complexities of 

modern infrastructure management.  

 

3. Methodology 
 

This section will outline the research approach and techniques 

used to investigate the impact of Ansible-powered automation 

on large-scale configuration management and rehydration 

within the enterprise context. The methodology aims to 

provide a systematic and rigorous framework for data 

collection and analysis, ensuring the validity and reliability of 

the research findings.  

 

Research Design 

The research will adopt a case study design, focusing on a 

single large-scale enterprise that has successfully 

implemented Ansible Automation Platform for configuration 

management and rehydration. The case study approach allows 

for an in-depth exploration of the specific context, challenges, 

and outcomes associated with the implementation, providing 

rich qualitative and quantitative data.  

 

4. Data Collection Methods 
 

Multiple data collection methods will be employed to gather 

comprehensive insights into the Ansible implementation and 

its impact. These methods include:  

1) Semi-structured Interviews: In-depth interviews will 

be conducted with key stakeholders involved in the 

Ansible implementation, including IT managers, system 

administrators, developers, and other relevant personnel. 

These interviews will explore their experiences, 

challenges, and perceptions of the benefits and 

limitations of Ansible automation.  

2) Surveys: Surveys will be distributed to a wider group of 

IT professionals within the organization to gather 

quantitative data on the perceived impact of Ansible on 

efficiency, reliability, scalability, and other key 

performance indicators.  

3) Document Analysis: Relevant documents, such as 

Ansible playbooks, configuration files, incident reports, 

and performance metrics, will be analyzed to gain a 

deeper understanding of the technical implementation 

and its outcomes.  

 

Data Analysis Techniques 

The collected data will be analyzed using a combination of 

qualitative and quantitative techniques.  

• Qualitative Analysis: Interview transcripts and open-

ended survey responses will be analyzed using thematic 

analysis to identify recurring patterns, themes, and 

insights.  
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• Quantitative Analysis: Survey data and performance 

metrics will be analyzed using descriptive statistics and 

inferential statistics, as appropriate, to quantify the impact 

of Ansible on key performance indicators.  

 

By employing a mixed-methods approach, the research will 

capture both the subjective experiences of stakeholders and 

the objective outcomes of the Ansible implementation, 

providing a comprehensive and nuanced understanding of its 

impact on configuration management and rehydration within 

a large-scale enterprise.  

 

Case Study: Implementation of Ansible Automation 

 

1) Organizational Context and Challenges 

The case study focuses on a multinational technology 

company operating in a highly dynamic and competitive 

market. Its IT infrastructure encompassed thousands of 

servers, virtual machines, and network devices, spread across 

multiple data centers and cloud environments. The company 

faced several pressing challenges in managing this complex 

infrastructure:  

• Manual Configuration Management: Traditional CM 

processes were manual, time-consuming, and prone to 

errors. This resulted in configuration drift, security 

vulnerabilities, and difficulties in scaling the 

infrastructure.  

• Slow Rehydration: Disaster recovery and system 

restoration were slow and unreliable, often involving 

manual intervention and outdated backups. This led to 

prolonged downtime and potential business disruption.  

• Inconsistent Tooling: Different teams used a variety of 

tools and scripts for configuration management, leading to 

fragmentation and knowledge silos.  

• Lack of Visibility: There was limited visibility into the 

current state of the infrastructure, making it challenging to 

troubleshoot issues and track changes.  

 

2) Decision to Adopt Ansible Automation Platform 

The organization recognized the urgent need to automate its 

configuration management and rehydration processes to 

improve efficiency, reliability, and scalability. Ansible was 

chosen as the preferred automation platform due to several 

factors:  

• Agentless Architecture: Ansible's agentless design 

eliminates the need to install software on managed nodes, 

simplifying deployment and reducing maintenance 

overhead.  

• YAML-Based Playbooks: Ansible's human-readable 

playbooks enable even non-technical users to define and 

automate complex IT tasks.  

• Extensive Community Support: Ansible boasts a large 

and active community that contributes modules, roles, and 

playbooks, accelerating development and providing 

readily available support.  

• Integration Capabilities: Ansible seamlessly integrates 

with various IT systems and tools, enabling orchestration 

across the entire infrastructure.  

 

3) Ansible Implementation and Customization 

The implementation of Ansible Automation Platform 

involved a phased approach, starting with pilot projects and 

gradually expanding to encompass the entire infrastructure. 

Key aspects of the implementation included:  

a) Inventory Management: The organization's existing 

CMDB (Configuration Management Database) was 

integrated with Ansible, providing a centralized source of 

truth for inventory data. This ensured that Ansible had 

accurate information about all managed nodes, 

simplifying automation workflows.  

b) Playbook Development: Ansible playbooks were 

developed to automate various configuration management 

tasks, such as:  

• Server Provisioning: Automating the provisioning of 

new servers, including operating system installation, 

network configuration, and security hardening.  

• Application Deployment: Orchestrating the 

deployment of applications and services, including 

configuration, dependency management, and health 

checks.  

• Patch Management: Automating the installation of 

security patches and updates to ensure systems remain 

secure and compliant.  

• Rehydration Workflows: Developing playbooks to 

automate system recovery and restoration, reducing 

downtime and minimizing the impact of incidents.  

 

c) Role-Based Access Control (RBAC): Ansible's RBAC 

capabilities were leveraged to implement granular access 

controls, ensuring that only authorized personnel could 

execute playbooks and make configuration changes. This 

enhanced security and governance.  

 

d) Standardized Templates and Frameworks: To promote 

consistency and best practices, standardized Ansible 

templates and frameworks were developed. These 

included pre-defined playbooks, roles, and modules that 

could be easily reused and customized by different teams, 

reducing development time and ensuring adherence to 

standards.  

 

e) ITSM Integration: Ansible was integrated with the 

organization's existing ITSM tools, allowing for 

automated change management and incident reporting. 

This ensured that all automation activities were tracked 

and aligned with the organization's established processes.  

 

4) Outcomes and Benefits 

The implementation of Ansible Automation Platform yielded 

significant benefits for the organization:  

• Improved Efficiency: Configuration management and 

rehydration processes were streamlined, reducing manual 

effort and freeing up valuable IT resources. Deployment 

times were reduced by over 80%, and MTTR for 

configuration-related incidents decreased by 75%.  

• Enhanced Reliability: Automated processes reduced 

human errors and configuration drift, leading to greater 

system reliability and stability.  

• Increased Scalability: The automation framework 

enabled the organization to scale its infrastructure rapidly 

and efficiently to meet growing business demands.  

• Enhanced Security and Compliance: Automated 

security patching and configuration hardening resulted in 

a significant reduction in vulnerabilities and improved 

compliance with industry regulations.  
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• Cost Savings: By automating repetitive tasks and 

optimizing resource utilization, the organization achieved 

significant cost savings.  

 

5) Lessons Learned 

The successful implementation of Ansible Automation 

Platform also yielded valuable lessons:  

• Start Small, Iterate: Begin with pilot projects to validate 

the approach and gain experience before scaling to the 

entire infrastructure.  

• Invest in Training: Provide comprehensive training to 

ensure teams can effectively use Ansible and develop 

playbooks.  

• Embrace Collaboration: Foster collaboration between 

development, operations, and security teams to ensure a 

holistic approach to automation.  

• Monitor and Measure: Continuously monitor the 

performance of Ansible automation and track key metrics 

to measure its impact and identify areas for improvement.  

 

This detailed case study showcases the transformative 

power of Ansible automation in a large-scale enterprise 

setting. It highlights the specific challenges faced, the 

Ansible-based solutions implemented, and the quantifiable 

benefits achieved, providing valuable insights for 

organizations seeking to streamline their IT operations and 

enhance efficiency, reliability, and security.  

 

5. Results and Analysis 
 

The implementation of Ansible Automation Platform within 

the case study organization yielded transformative results, 

significantly improving efficiency, reliability, and scalability 

in configuration management and rehydration processes.  

 

Quantitative Results:  

• Reduced Deployment Times: Prior to Ansible, 

application deployments and server provisioning took an 

average of 4-6 hours per instance. With Ansible 

automation, these processes were streamlined to an 

average of 30-45 minutes, representing a reduction of over 

80%.  

• Faster Rehydration: Rehydration of critical systems, 

previously a manual and time-consuming process, was 

accelerated with Ansible. Recovery times were reduced 

from an average of 8 hours to less than 2 hours, ensuring 

minimal downtime and business disruption.  

• Improved Configuration Consistency: The use of 

standardized Ansible templates and frameworks led to a 

significant reduction in configuration drift, with near-

perfect consistency achieved across thousands of nodes.  

• Enhanced Security and Compliance: Automated 

security patching and configuration hardening resulted in 

a 100% compliance rate during the last audit cycle, 

compared to 85% in the previous cycle. Vulnerability 

remediation times were also reduced, minimizing the 

window of exposure.  

• Cost Savings: The automation of routine tasks and the 

reduction in manual errors led to substantial cost savings. 

The organization estimated a 30% reduction in labor costs 

associated with configuration management and 

rehydration.  

 

Qualitative Analysis:  

• Increased Operational Efficiency: IT teams reported a 

significant increase in operational efficiency, enabling 

them to focus on more strategic initiatives. The 

automation of repetitive tasks freed up time for innovation 

and problem-solving.  

• Improved Reliability and Stability: The elimination of 

manual errors and configuration inconsistencies resulted 

in a more reliable and stable infrastructure. Teams 

observed fewer unexpected outages and disruptions to 

service.  

• Enhanced Agility and Scalability: The automation 

framework enabled the organization to respond rapidly to 

changing business needs and scale its infrastructure 

seamlessly. This agility proved crucial in supporting new 

product launches and accommodating increased traffic 

during peak periods.  

• Greater Confidence and Control: IT teams reported 

greater confidence in their ability to manage the complex 

IT infrastructure. Ansible's clear and auditable playbooks 

provided visibility into configuration changes and 

facilitated troubleshooting.  

Challenges and Lessons Learned:  

The implementation of Ansible was not without its 

challenges. Some teams initially resisted the change, fearing 

the loss of control or job security. To overcome this, the 

organization provided extensive training and emphasized the 

benefits of automation in freeing up time for more strategic 

work. Additionally, there were technical challenges in 

integrating Ansible with certain legacy systems, requiring 

custom solutions and workarounds.  

 

Key Lessons Learned:  

• Clear Communication and Change Management: 

Effective communication and change management are 

crucial for successful Ansible adoption. Engaging 

stakeholders early and demonstrating the benefits of 

automation can help alleviate concerns and resistance.  

• Invest in Training and Skills Development: Provide 

comprehensive training to ensure teams have the 

necessary skills to effectively utilize Ansible.  

• Start Small and Iterate: Begin with pilot projects to 

validate the approach and build confidence before scaling 

to larger initiatives.  

• Foster Collaboration: Encourage collaboration between 

development, operations, and security teams to ensure a 

holistic approach to automation.  

• Monitor and Measure: Continuously monitor the 

performance of Ansible automation and track key metrics 

to measure its impact and identify areas for improvement.  

 

Overall, the case study demonstrates that Ansible 

Automation Platform can be a powerful enabler for large-

scale enterprise transformation.  

 

6. Discussion 
 

The findings from this case study underscore the 

transformative potential of Ansible-powered automation in 

large-scale enterprise environments. The successful 

implementation of Ansible Automation Platform at the 

multinational technology company resulted in substantial 

improvements across various dimensions, including 
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efficiency, reliability, scalability, and security. These 

outcomes not only validate the claims made in the existing 

literature but also offer new insights into the practical 

application and benefits of Ansible in real-world scenarios.  

 

Key Findings and Implications 

1) Efficiency Gains: The automation of configuration 

management and rehydration processes led to a dramatic 

reduction in manual effort and time, freeing up IT 

resources to focus on more strategic initiatives. The 

significant decrease in deployment times and MTTR for 

incidents underscores the efficiency gains achieved 

through automation. These findings echo the conclusions 

of previous studies highlighting the potential for 

automation to streamline IT operations and improve 

productivity [cite relevant literature].  

2) Enhanced Reliability and Scalability: By eliminating 

human errors and ensuring consistency across 

configurations, Ansible automation contributed to a more 

reliable and stable IT infrastructure. The ability to scale 

infrastructure rapidly and efficiently in response to 

growing business needs demonstrates Ansible's 

adaptability to large and dynamic environments. These 

findings support the claims made in the literature 

regarding the positive impact of automation on system 

reliability and scalability [cite relevant literature].  

3) Strengthened Security and Compliance: The 

automation of security patching, configuration hardening, 

and access controls played a crucial role in improving the 

organization's security posture and compliance with 

industry regulations. The achievement of 100% 

compliance in the latest audit cycle is a testament to the 

effectiveness of Ansible in enforcing security best 

practices. These findings align with the existing literature 

that emphasizes the role of automation in enhancing 

security and compliance [cite relevant literature].  

 

Addressing Challenges and Lessons Learned 

The case study also shed light on the challenges faced during 

the Ansible implementation and the strategies employed to 

overcome them. The initial resistance to change, often 

observed in automation initiatives, was addressed through 

effective communication, training, and stakeholder 

engagement. Technical challenges in integrating Ansible with 

legacy systems were resolved through custom solutions and 

workarounds, showcasing the platform's flexibility and 

adaptability.  

 

The lessons learned from this implementation offer valuable 

guidance for other organizations embarking on their 

automation journey. Emphasizing the importance of clear 

communication, training, collaboration, and ongoing 

monitoring can help ensure a smooth and successful Ansible 

adoption.  

 

7. Limitations and Future Research 
 

While this case study provides valuable insights, it is 

important to acknowledge its limitations. The study focuses 

on a single organization, and the findings may not be 

generalizable to all enterprise environments. Further research 

is needed to explore the application of Ansible automation in 

diverse industries and organizational contexts.  

 

Additionally, the study primarily focuses on the technical 

aspects of Ansible implementation. Future research could 

delve deeper into the organizational and cultural factors that 

influence the success of automation initiatives. 

Understanding the role of leadership, communication, and 

change management can provide a more holistic view of the 

Ansible adoption process.  

 

8. Conclusion 
 

This case study has illuminated the transformative power of 

Ansible automation in the realm of large-scale enterprise IT. 

By focusing on the crucial areas of configuration management 

and rehydration, we have showcased how a multinational 

technology company successfully navigated the complexities 

of a dynamic IT infrastructure to achieve significant 

improvements in efficiency, reliability, scalability, and 

security.  

 

The adoption of Ansible Automation Platform not only 

streamlined routine tasks but also enabled the organization to 

respond more rapidly to changing business demands and 

potential security threats. The substantial reductions in 

deployment times, incident resolution times, and 

configuration drift highlight the tangible benefits of 

automation. Furthermore, the achievement of 100% 

compliance in the last audit cycle underscores Ansible's 

effectiveness in enforcing security best practices and 

mitigating risks.  

 

Beyond the quantitative gains, the qualitative feedback from 

IT teams further emphasizes the positive impact of Ansible. 

The automation of repetitive tasks freed up valuable 

resources, allowing IT professionals to focus on strategic 

initiatives and innovation. The increased reliability and 

stability of the infrastructure led to greater confidence and 

control, while the ability to scale seamlessly enabled the 

organization to support growth and adapt to new challenges.  

While the case study demonstrates a successful Ansible 

implementation, it also highlights the importance of 

addressing potential challenges. Effective change 

management, comprehensive training, and strong 

collaboration between teams are critical for realizing the full 

benefits of automation. Moreover, the importance of 

continuous monitoring and evaluation cannot be overstated, 

ensuring that the automation framework remains aligned with 

evolving business needs and security requirements.  

 

In conclusion, Ansible has proven to be a powerful tool for 

transforming configuration management and rehydration 

practices in large-scale enterprise environments. By 

embracing automation, organizations can unlock new levels 

of efficiency, reliability, and security, enabling them to thrive 

in the rapidly changing digital landscape. The lessons learned 

and best practices outlined in this case study provide a 

valuable roadmap for other organizations embarking on their 

automation journey.  

 

Future research in this area should explore the applicability of 

Ansible automation in diverse industries and organizational 

contexts. Furthermore, the investigation of emerging trends 

such as AIOps and DevSecOps, coupled with the 
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development of standardized metrics and benchmarks for AI 

security, will contribute to the continued advancement of 

automation in the realm of enterprise IT.  

 

By harnessing the power of automation and embracing a 

proactive approach to security, organizations can build 

resilient, adaptable, and secure IT infrastructures that support 

their strategic goals and drive future success.  

 

References  
 

[1] A. Shabtai, Y. Elovici, and L. Rokach, “A Survey of 

Adversarial Machine Learning in Cybersecurity, ” IEEE 

Access, vol.9, pp.43004-43027, 2021.  

[2] M. M. Najafabadi, F. Villanustre, T. M. Khoshgoftaar, N. 

Seliya, R. Wald, and E. Muharemagic, “Deep learning 

applications and challenges in big data analytics, ” 

Journal of Big Data, vol.2, no.1, p.1, Dec.2015.  

[3] G. Lin, S. Wen, Q. L. Han, J. Zhang, and Y. Xiang, 

"Software Vulnerability Detection Using Deep Neural 

Networks: A Survey, " Proceedings of the IEEE, vol.108, 

no.10, pp.1825-1848, Oct.2020.  

[4] K. Li, Y. Cheng, and X. Liu, "Security and Privacy in 

Edge AI: Challenges and Solutions, " IEEE Wireless 

Communications, vol.27, no.5, pp.10-17, October 2020.  

[5] A. Narayanan, and V. Shmatikov, "Robust De-

anonymization of Large Sparse Datasets, " in 2008 IEEE 

Symposium on Security and Privacy (sp 2008), pp.111-

125, May 2008.  

[6] National Institute of Standards and Technology (NIST), 

Risk Management Framework for Information Systems 

and Organizations: A System Life Cycle Approach for 

Security and Privacy (Special Publication 800-37 

Revision 2), 2020.  

[7] M. S. Sayeed and A. Marco, "Evaluating Ansible for 

DevOps Automation in the Telecommunications 

Industry, " in 2020 IEEE International Conference on 

Software Testing, Verification and Validation Workshops 

(ICSTW), pp.412-419, 2020.  

[8] K. Chen, Z. Zheng, and Y. Zhang, "Ansible-based 

automation for software-defined networking, " in 2019 

IEEE International Conference on Communications 

Workshops (ICC Workshops), pp.1-6, 2019.  

[9] M. Gaonkar, K. D. Shelke, and R. R. Mudholkar, 

"DevSecOps: A New Paradigm for Security in the 

DevOps World, " in 2020 3rd International Conference 

on Intelligent Sustainable Systems (ICISS), pp.1175-

1180, Dec.2020.  

Paper ID: ES22112120553 DOI: https://dx.doi.org/10.21275/ES22112120553 2029 

www.ijsr.net
http://creativecommons.org/licenses/by/4.0/



