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Abstract: Plagiarism refers to the intellectual property of using the others work in the field of the research. Since easy access to the
wide data has become critical problem for researchers, publishers, educational institution. Data is available from the web, large 
databases and telecommunication network. This paper discusses the technique of the plagiarism for the detection of the copied data in a 
document image. The approach presented in the paper uses DCT filtering as a source for match study, because each text and image 
pattern grouped together will yield different frequency pattern. Based on this frequency similarity the detection system finds copy pasted 
portions of the documents. Performance of system is analyzed on the basis ofnumber of copy paste detected regions and percentage of 
plagiarism match in scanned content. 
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1. Introduction 

Plagiarism can be easily seen in every field of the regular life 
for example in unoriginality of music, artistic creation, 
specialized articles, pictures, maps and so on. With the 
advancement of the mobile phones accessibility to the data 
has been increased which further leads to the innovation of 
the data. Unoriginality can be characterized of using 
someone else work without referencing the data with the 
original author of the data. Since the access to the data has 
been increased due to access over the electronic material via 
the web has become the concern for the academic 
community. It is difficult to define the problem as different 
institutions and disciplines uses different conventions and 
has varying tradition. The day may be classified as the 
common knowledge hence does not requires the referencing 
to the original author of the data. Plagiarism usually occurs 
when we use someone else’s work, ideas or thoughts as own 

whether intentionally or unintentionally without giving the 
proper acknowledgment to the original author.   It is 
important to specify that the plagiarism is not only applicable 
to the written work such as essay, dissertation, reports or 
other laboratory results but it is also applicable to plans, 
music, presentation, projects or any other work for 
assessment [2].  

Scholastic stadium deals with understanding the sensation of 
the plagiarism identification. Duplicating the content of the 
others is the offence and needs to be checked for the efficient 
functioning of the system. Various plagiarism detection 
frameworks has been developed for the detection of 
plagiarism in the documents for example turn-it-in [3]. 
Figure and graphs are disposed before checking for 
counterfeiting.  

Figures and the diagrams are disposed by bringing the look 
openings so that the individual take the advantage. Copyright 
infringement framework is used for counterfeit figures and 
diagrams effectively.  

Large numbers of image processing programs such as 
photoshop are available to create the digital forgeries from 
one or the multiple images or copying of the various word 

files into the one file.  Detection of plagiarism is used for the 
detection of manipulation of the image that may act as the 
evidence for the law enforcement agencies. Law enforcement 
agencies deal with the general publication document forgery.  
Plagiarism detection deals with the amount of plagiarism 
contained in the document and from where the data has been 
taken 

2. Various Categories of the Plagiarism May 
Include:

 Accidental: This type of plagiarism occurs due to the lack 
of the knowledge regarding the plagiarism and referencing 
style of the particular institution 

 Unintentional: As large amount of information is present 
thoughts and ideas of different persons may be same in 
spoken or written expressions. 

 Intentional: Copying the others work without giving 
proper credit or reference to the original author 
deliberately.  

 Self-plagiarism: Publishing the self-work without giving 
any reference to the original one. 

 Wavelet transformation: Is one of the most accepted of 
the time or frequency transformations. Wavelets are 
indication which are restricted in time and scale and
commonly have an unbalanced shape. A wavelet is a
waveform of efficiently limited extent that has an average 
value of zero

The integral wavelet transform is the integral 
transform defined as: 
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The wavelet coefficients  are then given by 
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Here,  is called the binary dilation or dyadic 
dilation, and  is the binary or dyadic position. 

3. Literature Survey 

Kostoff (Sci Eng Ethics 2006;12(3):543-54) discussed in 
their work about the finding the similarity between the 
different documents in the large databases of the research 

  

Here,  is called the binary dilation 
dilation, and  is the binary 
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work. Various fractal articles are analyzed to check the 
redundancy of the information contained in the article. 
Various text matching techniques are used abstract the 
redundancy of the information. After analyzing the full text 
of the article prediction regarding the redundancy candidate 
is performed. Small areas of the total articles are analyzed to 
get the redundant information regarding the article of the 
candidate. It is the lowest level of the plagiarism that can be 
seen in the plagiarised text. Violation of the various rules can 
be seen in the redundant publication of the various articles of 
the research work.  

Various maximization techniques for the reduction of the 
plagiarism have been discussed. Various papers are analyzed 
to define the problem in the plagiarism in the documents on 
the basis of the various parameters. Various metrics that are 
required to study the performance of the research work are 
its citations, patents and the publication of the research work 
for defining the metrics for evaluation of the performance of 
system by removing the plagiarism from the data 

Roig(Psychol Rep. 2005;97(1):43-9)discussed in their work 
about the analyzing the reused portion of the document in 
their own work. It is based on the two part study for 
exploring the plagiarism in the text. Articles and the research 
work are stored digitally for easy access to them. For finding 
the plagiarism in the document the new document is 
compared with the digital database containing the research 
work by analyzing the strings of the identical data with the 
help of the software. Modern techniques deals with the 
confirming the reused data in the document which is 
identified to be plagiarized . Frequency of the reused content 
depends from the author to author. Complex methodologies 
have been designed for the efficient working of the research 
designs and the procedures followed for the detection of the 
reused content. 

Falagas et al.(Arch Immunol Ther Exp (Warsz) 
2008;56(4):223-6)discussed in their work about the “impact 

factor game” that deals with the observation of the scientific 

community. Various journals compete to increase their 
impact factor for gaining the influence in the field of 
research. Researchers and scientist publish their work in the 
journals having more impact factor to add value to their 
research work. Journals competes to come in the top IF 
journals scientific publication industry works to improve 
their IF equation by analyzing the disadvantages of the 
artificial and arbitrary inflation. Quality of the journal 
depends on the impact factor gained by it. Peer reviews and 
the editorial of the journals helps to organize the research 
work in the particular format for ensuring the quality of the 
research work.  

Stark et al.(Memory 2007;15(7):776-83)discussed in their 
work about the unconscious plagiarism that can be seen in 
the previous research work. The Various ideas of the others 
are manipulated to generate the new ides that deals with 
exposure of initial ideas. New tasks are generated and ideas 
are improved to get desired work for the research work. 
Probability of the plagiarism depends on the generative 
nature of the various the various ideas for the research work. 
Plagiarism is observed to perform the explicit performance 
of the new research work done by the author. 

Bouville et al.(Sci Eng Ethics 2008;14(3):311-
22)discussedin their work about plagiarism. They specify 
plagiarism as the crime that is performed and need to be 
analyzed in the academics. The plagiarised content can be 
labelled separately to distinguish it from the non plagiarised 
content. This difference is analyzed on the basis of the nature 
and the importance of the content of the work. Stealing the 
others content without giving the proper credit is known as 
the plagiarism and it is the offence in the academic field. 

4. Problem Statement 

Document image retrieval is the challenging field research 
work which consists of the continuous interest of the growth 
and demands of the security for the development of the 
society. The recognition approach for plagiarism detection is 
similar to the recognition of the document retrieval system. 
Survey of the various approaches has being performed and 
on the basis of which the authors have proposed a new 
approach performing document image matching using DCT 
based block correlation and binary code hashing based 
search scanning. The main objective of is to develop a 
plagiarism detection technique which provides better results 
as compared to the technique (Linear Binary Image 
Matching).  

5. Methodology 

Select the images document to process for cut and paste 
process. Selection of the database image set for matching the 
content for copy paste 

Figure 1: Shows the diagram for image database indexing 

Applying similarity and artifact detection using multi-
temporal filtering based on DCT analysis and binary hash
code.The discrete cosine transform is a method used for 
converting a signal into straightforward frequency 
mechanism. It is generally used in image density. Here we 
build up some simple functions to calculate the DCT and to 
compress images.The discrete cosine transform of a record 
of m real numbers t (x’), x’ = 0... m-1, is the list of length m 
given by: 

R(v)=  2

𝑚𝐷 𝑣 
𝐷(𝑣) ∈y=0

 m-1 r(y)cos(zy+1)v𝜋/2m    v = 0, 
……, m

Where D(v)=2-1/2 for v = 0 or 1 otherwise 

Each element of the transform list R (v) is the inner product 
of the input list r(y) and a basic vector. The stable factors are 
selected so that the base vectors are orthogonal and 
normalize. The eight basis vectors for m = 8.

The DCT can be in print as the product of a vector or the 
input list and the m x m orthogonal matrix whose rows are 
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the basis vectors. Below visualization shows the DCT 
transform in various aspects. 

Figure 2: Shows the (left) Original Image; (center) 
Transform Matrix and (right) Color Map 

Perform the feature extraction or segment the image into 
parts by dividing the document image into 8x8, 16x16, etc. 
Group data as per user requirement 

Figure 3: Shows the block based DCT transform for local 
segment matching 

Extract the image block of least probable size. Use the 
extracted feature for matching with documents database to be 
under original doc folder. 

Figure 4: Shows the work flow of the copy paste detection 
system 

After matching, test performance of the processing algorithm 
on the basis of copy intensity match and plagiarism content 
percentage. In the proposed system image documents 
without distortions were used for testing fluency of the 
algorithm. 

6. Results  

The following are simulation Results for a number of 
documents which were forged with text and image copying 
in order to test and compare the output of the proposed 
system with that of the previous system in mixed set 
document evaluation. 

Figure 5: Shows the visual output of the copy paste 
detection system

The above visual result shows the output of the Plagiarism 
system which is same for the base system, but the difference 
is in the match and detection accuracy of the Plagiarism 
detected documents, the proposed system has a definitive 
edge on the base system as the number of features extracted 
from the image documents is high as compared to the base 
system output, which is shown in below graphical outputs for 
copy paste detection system. 

The test for copy paste detection was done on 9 document 
images indexed in the database and one document 
susceptible to be plagiarized. This document was scanned 
using the proposed model and was matched with dataset 
documents, the graph below shows the match result of the 
systems. 

Figure 6: Shows the visual output of the copy paste 
detection system in graphical form (Red) binary pattern 

based and (green) DCT based 
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The above figures show the output of the proposed system 
for plagiarism match is shown, the maximum match number 
has reached a value of 96% for the best matched and lowest 
for 4% the manual evaluation in above the proposed system 
for documents number 1, 2 and 9. In, the linear pattern match 
majority of the documents have been shown as the source for 
copy paste content. The linear match approach shows 50% 
match in majority documents, when compared with actual 
content shows false match. In actual case, only the 1 and 2 
documents are real sources of content copy from the dataset,
for which the DCT approach shows a close match as per the 
metric evaluation 

Table 6.1: Shows Intensity Match Values for Multiple 
Documents 

Doc Name DCT Detection Binary Pattern
1 218594 6932
2 51892 119584
3 100 162350
4 0 344341
5 6500 107563
6 0 45960
7 0 294580
8 400 137740
9 195490 6932

As seen from above tabular representation, the comparison 
shows contrast between the performance of the binary 
pattern match and the DCT based match technique. 

Figure 7: Shows the comparison in graphical form Tpr 
(Green) and Fpr (cyan) for base and proposed systems 

The above figure shows the true positive rate and false 
positive rate for both the base and proposed system in 
multiple document copy paste detection, the evaluation 

shows the increment in Tpr from 92 to 96percent and 
decrement in Fpr from 8 to 4 percent in proposed w.r.t to 
base system. 

7. Conclusion 

The proposed system of work deals with the extraction and 
match of image documents with the application in detection 
of duplication work detection for both image and text 
forgery, the system has different approach from the previous 
as it extracts the most stable feature points which are not 
affected by image and text merging done by authors for 
hiding the copy paste activity, the proof of the system 
accuracy improvisation is done with comparison of the base 
technique which only incorporated the text detection and 
match based plagiarism detection, the overall average 
increase in efficiency and accuracy of detection in similar 
documents has proved the robustness of the proposed system 
over the base.The research presented in this paper proposes a 
method of what constitutes text and images based plagiarism 
detection in document images. The system of document 
copy-paste detection uses the block based approach in the 
current work study. In future the semantic matching based 
approach and BOW like feature extraction methods can be 
used for detail image document copy detection in RGB form 
and under different environments. 
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